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Na strazy bezpieczenstwa

Nikt bardziej, niz Straz Graniczna nie wykorzystuje w spos6b tak masowy wszelkiego rodzaju
czytnikéw dokumentéw. Przy tak ogromnej skali dokonywanych kontroli granicznych wszelkie
usprawnienia pracy maja bezposSredni wptyw na skrdcenie catoSci procesu sprawdzenia,
identyfikacji odprawianej osoby. Rozmowa z mjr SG Grzegorzem Wojtkunem, zastepcq dyr. Biura
tacznosciiInformatyki KGSG.

MJR GRZEGORZ WOJTKUN

Zastegpca dyrektora Biura Lacznoscei i Informatyki Komendy Gtownej Strazy Granicznej. Z wyksztatcenia — mgr
inz. Elektroniki i Telekomunikacji. W Strazy Granicznej jest od poczatku jej powstania. Stuzyt na roznych szcze-
blach funkcjonowania i zarzadzania strukturami tacznosci i informatyki SG. Karierg zawodowa zaczynat pracujac
bezposrednio na granicy. Zdobyta tam wiedzg wykorzystat stuzac w Pomorskim Oddziale SG w Szczecinie a na-
stepnie w Komendzie Gtownej SG. Autor koncepcji budowy nowoczesnego systemu telekomunikacyjnego Strazy
Granicznej, spetniajacego wszelkie normy niezawodnos$ciowe oraz bezpieczenstwa informacji. W 2002 roku uru-
chomit najwigkszy w Europie system telefonii IP (ponad 6 ty$. uzytkownikoéw), przetamujac stereotyp organizacji
facznosci telefonicznej z wykorzystaniem technologii Voice over IP. Autor koncepcji budowy najnowoczesniejsze-
go w chwili obecnej obiektu technologicznego w administracji panstwowej kraju. W maju 2007 roku Straz Granicz-
na uruchomita Centralny Wezet Teleinformatyczny — tzw. Data Center z prawdziwego zdarzenia. Obiekt spetnia
wszelkie rezimy bezpieczefistwa fizycznego i niezawodnosciowego, jest pierwszym tej klasy obiektem w stuzbie
administracji panstwowej. Za swoje osiagnigcia wielokrotnie nagradzany: odznaczony brazowym krzyzem zastugi,
srebrnym medalem za zastugi dla Strazy Granicznej, brazowym medalem za zastugi dla obronnosci kraju.
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Jak ocenia Pan poziom bezpieczefistwa
danych w Polskiej Strazy Granicznej na
tle naszych europejskich sasiadéw?
Poziom bezpieczenstwa danych mozna rozpa-
trywa¢ na kilku ptaszczyznach. Poczawszy od
fizycznej ochrony zgromadzonych zasobow,
poprzez zabezpieczenie informacji przed ich
utrata, a koficzac na niepowotanemu przechwy-
ceniu ich podczas transmisji, wtamaniu do ser-
werow czy uszkodzeniu przez zto$liwe opro-
gramowanie. Straz Graniczna, budujac od kil-
ku lat kompleksowa infrastrukture teleinforma-
tyczna, wzigta pod uwage kazde z tych zagro-
zef. Fizyczne zabezpieczenie danych Polskiej
Strazy Granicznej realizowane jest w superno-
woczesnym osrodku obliczeniowym, zbudowa-
nym od podstaw w 2007 roku. Centralny Wezet
Teleinformatyczny SG (CWT) jest wyspecjali-
zowanym obiektem budowlanym, zabezpiecza-
jacym zgromadzone dane. Budynek wyposazo-
ny jest w kabiny odporne na atak elektroma-
gnetyczny, pozar, przechwycenie danych wy-
ciekajacych w formie ulotu. Kabiny serwero-
we umieszczone sa w sarkofagu zelbetonowym.
Calos$¢ rozwiazania chroniona jest strefa bufo-
rowa, posiada wszelkie obecnie dostgpne syste-
my kontroli dostgpu, monitoring wizyjny oraz
dedykowany zespot funkcjonariuszy odpowie-
dzialnych za ochrong fizyczna obiektu. CWT
posiada niezalezne dwie 1MW linie zasilaja-
ce, wlasne generatory energii elektrycznej z za-
pasem paliwa na wielogodzinna pracg. Budowa
obiektu zostata sfinansowana ze $rodkéw Unii
Europejskiej, majac na celu zapewnienie nie-
zawodnosci pracy systemow wspomagajacych
przeptyw ludzi na polskim odcinku zewngtrz-
nej granicy UE. Kolejno nalezy rozwazy¢ bez-
pieczenstwo przetwarzanych danych podczas
ich przesytu z centralnego serwera do przejs¢
granicznych. Straz Graniczna wykorzystuje in-
frastrukture Telekomunikacji Polskiej w formie
outsourcingu transmisji danych. Wszystkie lo-
kalizacje graniczne pofaczone sa dedykowana,
wydzielong wirtualnie siecia z zasobow ope-
ratora. Ze wzgledu na rozlokowanie placowek
SG, zakup ustug wydaje si¢ uzasadniony eko-
nomicznie, w poréwnaniu z budowa wiasnej in-
frastruktury teletransmisyjnej. Catos¢ sieci te-
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letransmisyjnej zabezpieczona jest urzadzenia-
mi szyfrujacymi, wykorzystujacymi silne algo-
rytmy kryptograficzne AES 256. Ponadto kaz-
dy wezet systemu posiada wlasne urzadzenia fi-
rewall oraz IPS, zabezpieczajace przed wlama-
niem czy atakiem hackerskim. W sumie w sys-
temie pracuje kilkaset urzadzen IPS, firewall
i sond analizujacych anomalie. Catos¢ rozwia-
zania zarzadzana jest oraz monitorowana z ca-
todobowego centrum monitoringu (umiejsco-
wionego w obiekcie CWT). Przetwarzana infor-
macja zabezpieczona jest rowniez jednorodnym
systemem antywirusowym. W sklad systemu
wchodzi oprogramowanie antywirusowe uru-
chomione na kazdym z komputerow, sprzgto-
we urzadzenia filtrujace cato$¢ ruchu przycho-
dzacego z sieci Internet, skanery poczty elek-
tronicznej, narzedzia badajace on-line reputacjeg
serwisOw internetowych oraz przychodzacych
e-maili. Na szczycie catodci rozwigzania zabez-
pieczajacego zasoby danych jest system autory-
zacji uzytkownikow oraz stanowisk koncowych
sieci, wykorzystujacy w swoim dziataniu infra-
strukturg klucza publicznego — PKI. Dostgp do
centralnego serwera z danymi mozliwy jest wy-
tacznie z autoryzowanego stanowiska kompute-
rowego oraz przez uprawniong osobg posiada-
jaca aktualny certyfikat PKI. W konsekwencji
kazdy komputer wpigty do sytemu Strazy Gra-
nicznej w momencie uruchamiania jest autory-
zowany, a w przypadku braku autoryzacji — zo-
staje zablokowany fizyczny interfejs sieci oraz
generowany jest alarm o wlamaniu do systemu.
Reasumujac, zbudowana infrastruktura, w kto-
rej funkcjonuje kilkadziesiat tysigcy urzadzen,
daje rgkojmig bezpieczenstwa dla przetwa-
rzanych informacji. Przy czym trudno mi po-
rowna¢ stosowane rozwigzania naszych sasia-
dow. Straz Graniczna, budujac system w chwi-
li obecnej (zakonczenie planowane jest na ma-
rzec 2009 roku), wykorzystuje najlepsze i naj-
nowsze obecnie dostgpne rozwigzania techno-
logiczne, co moze dawaé przewage nad rozwia-
zaniami juz zbudowanymi kilka lat temu.

Czy Polacy moga by¢ zadowoleni

z rozwiazaih informatycznych
wspomagajacych ochrong granic
panstwa?

Stosowane przez Straz Graniczng rozwiazania
techniczne sq na najwyzszym poziomie, przez
co daja mozliwo$¢ jak najlepszego zabezpie-
czenia granicy. Nalezy przy tym zaznaczy¢, ze
ze wzgledu na specyfike dziatania SG, tj. nie-
ustanng obshuge milionow podroznych ($red-
nio granicg przekracza rocznie grubo ponad
100 mln ludzi) stosowane rozwiazania tech-
niczne oraz technologia musza spetnia¢ naj-
wyzsze normy niezawodno$ci oraz wydajno-
$ci, co w konsekwencji wptywa na koszty roz-
wiazania. Rezim czasowy pojedynczej odpra-
wy, przyjety na $rednim poziomie 5 sekund na
odprawg graniczna, powoduje, ze system po-
siada powigkszong przepustowos¢ a kluczowe
urzadzenia sa zdublowane, umozliwiajac nie-

5/2008(12)

przerwalng pracg systemow obstugujacych na-
szych podréznych. Nie mniej jednak inwesty-
cja w niezawodne (lecz drozsze) systemy ma w
konsekwencji uzasadnienie ekonomiczne. Na-
wet krotkotrwale wstrzymanie obstugi granicz-
nej powoduje zachwianie przeptywu podroz-
nych oraz towaréw (nie wspominajac przesto-
jow na lotniskach) a koszty z tym zwiazane sa
ogromne i trudne do oszacowania. Dlatego tez
myslg, ze Polacy moga by¢ zadowoleni z za-
implementowanej w Strazy Granicznej infra-
struktury teleinformatycznej, ktora bedzie nie-
zawodnie stuzy¢ przez wiele lat. Szczegélnie,
ze wigkszo$¢ jej kosztow udato sig sfinansowac
z funduszy pomocowych Unii Europejskiej (SG
w ramach funduszu Schengen pozyskata srodki
i zbudowata czgs$¢ systemu teleinformatyczne-
go za ponad 300 mln zt).

Odpowiadamy za bezpieczefistwo
zewnetrznej granicy Unii Europejskie;j.
GtosSno méwito sie o budowie systemu
stacjonarnej i mobilnej obserwacji,
czujnikach laserowych, sejsmicznych,
czy elektromagnetycznych

i mikrofalowych. Na jakim etapie

jest proces uszczelniania granicy
wschodniej Polski?

W tej kwestii nie mogg pochwali¢ sig znaczacy-
mi osiagnigciami. W ramach funduszu Schen-
gen Straz Graniczna otrzymata ogromne $rod-
ki (ponad 250 mln zl) na budowg Systemu
Elektronicznego Wspomagania Nadzoru Gra-
nicy Zewngtrznej (SEWN). System miat za-
bezpieczy¢ ladowy odcinek granicy zewngtrz-
nej Polski. Wzdtuz granicy rozlokowane mia-
ty zosta¢ wysokie wieze obserwacyjne z bar-
dzo czutymi kamerami termowizyjnymi, umoz-
liwiajacymi obserwacje odcinka granicy. Do-
datkowo wzdhiz granicy mialy zosta¢ potozo-
ne kable perymetryczne wyczuwajace zbliza-
nie si¢ do granicy lub jej przekroczenie. System
miat zrewolucjonizowa¢ ochrong do$¢ trudne-
go odcinka granicy Unii Europejskiej. Nieste-
ty, ze wzgledu na zawile procedury przetargo-
we, nieporozumienia w interpretacji przepi-
sow Polskiego Prawa Zamowien Publicznych
wsrod zagranicznych oferentow, nie udato si¢
skutecznie rozstrzygna¢ przetargu, co w kon-
sekwencji spowodowalo odstapienie od reali-
zacji projektu. Do§¢ nowatorski charakter za-
mowienia, ale gtdwnie warto$¢ kontraktu, spo-
wodowaly, ze do przetargu zglosito si¢ kilka-
nascie zagranicznych konsorcjow. Ze wzgledu
na obowiazujace przepisy zdecydowana wigk-
szo$¢ ofert zostata odrzucona za niespetnienie
wymogow formalnych. To spowodowato lawi-
n¢ odwotan, arbitrazy oraz spraw sadowych.
Co prawda, wszystkie sprawy sadowe wygra-
lismy, lecz tzw. pyrrusowe zwycigstwo zmusito
nas do zaniechania realizacji projektu ze wzgle-
du na brak czasu pozostatego do sztywno okre-
$lonego okresu zakoficzenia programu finanso-
wego. W chwili obecnej, ze $rodkow budzeto-
wych realizujemy namiastke systemu. Urucha-
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miane jest 10 wiez obserwacyjnych usytuowa-
nych w miejscach wczesniej przewidywanych
w projekcie SEWN. Ponadto, w tym roku po-
wigkszymy flotg o 14 specjalnych samocho-
dow patrolowych — tzw. Przewoznych Jedno-
stek Nadzoru (PJN) wyposazonych w system
obserwacji dziennej oraz nocnej. PJN umozli-
wia skanowanie terenu wzdtuz granicy w pro-
mieniu kilkunastu kilometrow oraz obserwo-
wanie i rejestrowanie incydentow nielegalnego
przekraczania granicy. Dodatkowe pojazdy ma-
ja zrekompensowac brak SEWN. Nie mniej jed-
nak system ochrony technicznej bytby zdecydo-
wanie lepszym rozwigzaniem wspomagajacym
ochrong granicy zewngtrznej, lecz ze wzgle-
du na ogromne koszty implementacji SG nie
ma mozliwosci powtorzenia projektu. Obecnie
dostgpne dla Strazy Granicznej $rodki z fundu-
szy Europejskich, funduszy pomocowych Nor-
wegii 1 Szwajcarii sa proporcjonalnie niewiel-
kie na rozpoczecie tak duzej inwestycji. Ponad-
to cheiatbym podkresli¢, ze koncepcja technicz-
nego zabezpieczenia granicy nie zostala zarzu-
cona i caty czas trwaja testy nowych sensorow,
kamer i jezeli podjeta zostanie decyzja o bu-
dowie sytemu — Biuro Lacznosci i Informaty-
ki KGSG jest przygotowane na realizacjg tego
skomplikowanego przedsigwzigcia.

W jaki sposéb szyfrowane sg
informacje przekazywane z centralnych
baz danych do jednostek Strazy
Granicznej?

Wszelkie dane przetwarzane wewnatrz syste-
mu teleinformatycznego SG sa zabezpieczo-
ne tunelami GRE IPSec szyfrowanymi kluczem
AES 256. Ponadto dostep do najbardziej kluczo-
wych aplikacji produkcyjnych dodatkowo odby-
wa sig za posrednictwem przegladarki oraz pro-
tokotem Attps.

Czy posiadacie dodatkowe
zabezpieczenia, ktére zostaty wrozone
na specjalne potrzeby SG?

Nie. Staramy si¢ stosowac standardowe rozwia-
zania wykorzystywane przez innych uzytkow-
nikéw. Dedykowane rozwiazania maja funda-
mentalna wade — sa wykorzystywane przez je-
den podmiot, co w konsekwencji moze prowa-
dzi¢ do braku supportu. Na rynku jest mnostwo
sprawdzonych, przetestowanych rozwiazan i te
implementujemy.

Czy wszystkie przej$cia graniczne maja
taczno$c¢ on-line z centralnymi bazami
danych SG?

Tak, wszystkie placowki maja staty dostep do
sieci. Wykorzystujemy IPVPN w technologii
MPLS w ramach umowy z TP SA. Placowki
graniczne, w zaleznosci od zapotrzebowania,
posiadaja facza o przepustowosci od 512kbit/s
do 4Mbit/s. W ramach systemu teleinforma-
tycznego SG placowki majq dostep do sieci we-
wngtrznej, state tacze do Internetu oraz trans-
misj¢ glosu i wideo.
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W jaki sposéb wspétpracujecie z innymi
organami, np. z Policja?

Ze wzgledu na zcentralizowane zasoby bazodano-
we, wymiana danych z innymi organami odbywa
si¢ bezposrednio w Warszawie. W ramach prowa-
dzonych inwestycji teleinformatycznych w ubie-
glych latach SG wybudowata kilkadziesiat kilome-
trow linii $wiatlowodowych na terenie Warszawy.
Za ich posrednictwem w sposob bezpieczny i nie-
zawodny polaczeni jesteSmy z serwerowniami in-
nych organow panstwowych. Z nich pozyskiwa-
ne sg zasoby bazodanowe niezbedne do skutecznej
kontroli granicznej. Ponadto Straz Graniczna w ra-
mach wspotpracy udostgpnia swoje obiekty techno-
logiczne na potrzeby innych instytucji. Migdzy in-
nymi SG zapewnia infrastrukture dla Urzedu ds. Cu-
dzoziemcow, w serwerowniach SG zamontowane sg
elementy systemow bazodanowych Policji. W tym
roku planowane jest implementacja zasobow mocy
obliczeniowej dla Panstwowej Strazy Pozarnej oraz
utrzymywany jest resortowy system ePUAP.

Jaki sprzet pomaga w sprawdzeniu
autentycznos$ci dokumentéw oséb
przekraczajacych granice?

Nikt bardziej, niz Straz Graniczna nie wykorzy-
stuje w sposob tak masowy wszelkiego rodzaju

czytnikow dokumentow. Przy tak ogromnej ska-
li dokonywanych kontroli granicznych wszelkie
usprawnienie pracy ma bezposredni wptyw na
skrocenie catosci procesu sprawdzenia, identyfi-
kacji odprawianej osoby. Do chwili obecnej SG
wykorzystuje czytniki kodu OCRB, stosowane-
go w paszportach. Tego rodzaju czytniki jedy-
nie umozliwiaja przyspieszenie procesu wpro-
wadzania danych do sytemu. Nie sprawdzaja au-
tentycznos$ci przedstawianych do kontroli doku-
mentow. Pojawiajace si¢ nowe dokumenty po-
drozy wyposazone sa w zatopione chipy mikro-
procesorowe — niosa ze soba dodatkowe infor-
macje, na podstawie ktorych oprocz typowych
danych identyfikacyjnych mozna dokona¢ kon-
troli autentyczno$ci dokumentu. Ponadto plano-
wane wydanie europejskich wiz oznakowanych
biometrycznie powoduje, ze Straz Graniczna
planuje masowy zakup nowych czytnikow. Po-
mimo, ze posiadamy wystarczajace srodki na za-
kup tych urzadzen nadal nie mozemy rozpoczaé
wyposazania stanowisk kontrolerskich ze wzglg-
du na brak ostatecznej wersji rozwigzan biome-
trycznych. Niewielka ilos¢ nowych dokumen-
tow powoduje, ze decyzje o zakupie nowych
czytnikow mozemy odsuna¢ na okres pozniej-
szy, do momentu zakonczenia prac nad specyfi-
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kacja rozwiazan biometrycznych zastosowanych
w dokumentach podrozy.

SG posiada najwigksza w Polsce

sie¢ Voice over IP. W jaki sposéb jest
wykorzystywana?

Straz Graniczna byla prekursorem, i to na ska-
lg europejska, budowy rozwiazan systemow te-
lefonii IP. W 2003 roku zostat zaimplementowa-
ny system Voice over IP, ktory swoim zasiggiem
objal wszystkie lokalizacje organizacyjne SG.
Uruchomiono ponad 6 tys. aparatow telefonicz-
nych IP. W chwili obecnej system zostat rozbu-
dowany do 10 tys. terminali IP oraz zastosowano
NOWsza Wersj¢ oprogramowania, co w stu pro-
centach wyeliminowato tradycyjne systemy tele-
foniczne. Generalnie system telefonii IP nie roz-
ni si¢ funkcjonalnie od standardowych cyfro-
wych rozwiazaf telefonicznych. Glowna zale-
ta zastosowanego rozwiazania jest wykorzysty-
wanie przez system telefoniczny eksploatowanej
sieci komputerowej. Ciagly wzrost zapotrzebo-
wania na pasmo transmisyjne dla transferu da-
nych powoduje, ze sama transmisja telefonicz-
na, cho¢ nadal kluczowa, zajmuje marginalne za-
soby transmisyjne. Ponadto zarzadzanie mocno
rozproszonym systemem jest tatwiejsze. Wdro-
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zenie telefonii IP zredukowato potrzeby zwiaza-
ne chocby z okablowanie budynkow — na jednym
kablu Ethernet funkcjonuje jednoczesnie telefon
i komputer. Ze wzgledu na to, ze aparat telefo-
niczny jest przegladarka XML, dystrybuujemy
za ich posrednictwem dodatkowe serwisy, np.
centralny spis abonentow automatycznie gene-
rowany z bazy danych kadrowych LDAP, apli-
kacje monitorujace stan pracy innych aparatow
telefonicznych lub aplikacje do dystrybucji new-
sow do grupy zainteresowanych osob. Podsumo-
wujac — rozstajac si¢ z tradycyjnymi rozwiaza-
niami telefonicznymi przenieslismy i tak skape
zasoby inzynierskie do administracji systemami
komputerowymi, co umozliwito nam podniesie-
nie poziomu obstugi utrzymania sytemu.

Czy do modernizacji swoich stuzb
wykorzystujecie oferte krajowych czy
firm obcego kapitatu?

Straz Graniczna, ze wzglgdu na przytaczane po-
wyzej uwarunkowania niezawodno$ciowe oraz
wagg zadan, w swoich rozwiazaniach wykorzy-
stuje najwyzszej klasy sprzet oraz oprogramo-
wanie teleinformatyczne. Rozwiazania siecio-
we oraz bezpieczenstwa sieciowego oparte sa
wylacznie na bazie produktow Cisco Systems.
W systemie SG zaimplementowanych jest po-
nad 20 tys. urzadzen produkcji Cisco Systems,
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dajac gwarancjg¢ niezawodnosci oraz kompaty-
bilnosci catosci rozwiazania. Centralne zasoby
serwerowe wraz z systemami dyskowymi oraz
backupu zbudowane sa wylacznie z wykorzy-
staniem produktow IBM. Straz Graniczna wy-
korzystuje obecnie najnowoczesniejsze produk-
ty klasy enterprises infrastruktury mocy oblicze-
niowej. Cztery serwery RISC klasy IBM p590,
potaczone klastrem niezawodno$ciowym daja
pelna gwarancjg ciaglej pracy nawet przy du-
Zym obciazeniu transakcyjnym. Pojemne Stora-
ge IBM DS8100 oraz biblioteki tasmowe IBM
TS3500 umozliwiaja przechowywanie ogrom-
nej ilosci informacji, skanéw dokumentdw, na-
gran telefonicznych realizowanych z aparatow
telefonicznych sieci wewnetrznej itp. Oprocz
kluczowych aplikacji produkcyjnych na cen-
tralnych serwerach zaimplementowane sa apli-
kacje wspomagajace funkcjonowanie informa-
cji, funkcjonujg m.in.: centralny serwer poczty
elektronicznej (10 tys. skrzynek pocztowych na
bazie IBM Lotus Domino), centralny portal ko-
munikacyjny SG (IBM WebSphere Portal), cen-
tralny system e-learning (IBM Workplace Col-
laborative Learning), centralne archiwum ska-
noéw dokumentoéw (IBM Lotus Domino), central-
ny system ewidencji materialowej oraz pierwsza
linia wsparcia — helpdesk (IBM MAXIMO), sys-
tem elektronicznego obiegu dokumentéw (IBM

Lotus Workflow), centralny monitoring systemu
teleinformatycznego SG (IBM Tivoli).

Jakie przynosi to rezultaty?
Zastosowanie produktow niekwestionowanych
liderow technologicznych daje gwarancjg stabil-
nej (z punktu widzenia funkcjonowania panstwa)
pracy kluczowych systemow odpowiedzialnych
za calodobowy przeptyw podréznych oraz to-
waréw przez granicg naszego kraju. Wyszlismy
z zalozenia, Ze przyjgte rozwiazania techniczne,
cho¢ sa kosztowne, stanowia odsetek potencjal-
nych strat, jakie moga powsta¢ w sytuacji awarii
i w konsekwencji wstrzymania odprawy na gra-
nicy. Pomimo zastosowania zagranicznych tech-
nologii system budowy byt wieloetapowo a jego
wykonawcami byly w wigkszosci polskie firmy
integratorskie.

Chciatbym zapewni¢ podroznych, ze syste-
my teleinformatyczne stosowane przez Straz
Graniczna sa budowane z mysla o ich bezcen-
nym czasie, komforcie oraz z chgcia zminimali-
zowania nieuniknionych utrudnien zwiazanych
z procedurami przekroczenia granicy. B
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w konfiguracji, niezalezne od infrastruktury sieci, zaprojektowane specjalnie dla matych i srednich firm.

B Wszystkie funkcje zabezpieczajgce I rozwiqzan Panda Security korzysta 140.000 firm FIP
w jednym urzgdzeniu - antymalware, na swiecie. Do grona uzytkownikéw ——
antyspam, webfiltering. IPS, firewall, Panda GateDefender Integra nalezg m.in.:
brama VPN, router. | =
Procheem 5.A.;Budvar Centrum 5.A.;Okregowa ! DiAZ
B Podnosi wydajnos¢ pracy - redukuje lzba Lekarska w Warszawie; GRUPA LOTOS S.A.; R
ilod¢ spamu, ogranicza dostep do TELL 5.A.; Kancelaria Senatu RF; Energomontai
nieproduktywnych witryn www. Potudnie S.A.; POLMOS S.A::  Komenda AN

Wojewddzka Policji w Katowicach
B Ofervje najwyiszg wykrywalnosé
zagroien na rynku -  wspdlne
rozwigzanie firm CloudMark
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Panda Security powstata w 1990 roku w Hiszpanii, nalezy do pierwszej fréjki dostawcow rozwiqzan zapewniagjgcych bezpieczenstwo srodowiska IT (Gartner 2008). Firma jest
obecna w ponad 55 krajach swiata - z jej produktdw korzysta 4 miliony klientéw, w tym 140 000 firm | korporacji. Oferta Panda Security dla biznesu obejmuje sprzet, opro-
gramowanie i ustugi zapewnigjgc kompleksowag ochrone stacji roboczych, serwerdw i braminternetowych.

Panda GateDefender Integra dziata na styku
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‘ One step ahead.




