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Sieci komputerowe - referat


Routery i bridge

Routery i bridge (mosty) są urządzeniami dostępu sieci. Pełnią więc funkcję: formatowania danych taka aby nadawały się do transmisji, wysyłania sformatowanych danych oraz ich odbioru. W sieci lokalnej urządzeniami dostępu są kart sieciowe oraz mosty a w sieciach rozległych routery. Można powiedzieć, że oba te urządzenia służą do łączenia segmentów sieci. Aby dobrze zrozumieć do czego potrzebne są routery i bridge i jaka jest między nimi różnica musimy przyjrzeć się bliżej modelowi referencyjnemu OSI:

	Warstwa OSI
	Protokoły lub oprogramowanie 
	Sprzęt 

	7. zastosowań 
	przeglądarka WWW
	

	6. prezentacji 
	system operacyjny
	

	5. sesji 
	SOCKET
	

	4. transportowa 
	TCP, UDP
	

	3. sieciowa 
	IP
	router 

	2. kanałowa 
	Ethernet
	switch, bridge 

	1. fizyczna 
	Ethernet
	repeater, hub 


1. Warstwa fizyczna - Warstwa fizyczna jest odpowiedzialna za poziomy napięć, kodowanie sygnału. Odpowiedzialna jest za przesyłanie strumieni bitów.

2. Warstwa kanałowa (łącza danych) - Warstwa kanałowa definiuje format ramki, protokół dostępu do medium transmisyjnego. Jest ona odpowiedzialna za końcową zgodność przesyłanych danych. Warstwy pierwsza i druga są niezbędne w do komunikacji każdego rodzaju. Muszą występować i w sieciach LAN, i WAN. 

3. Warstwa sieci - Warstwa sieci odpowiada za marszrutowanie informacji (ang. routing) - wyznaczanie drogi przejścia pakietu przez sieć. Używana jest do komunikowania się z komputerami znajdującymi się poza lokalnym segmentem sieci. Warstwa ta nie ma żadnych wbudowanych mechanizmów kontroli korekcji błędów więc musi polegać na poprawności transmisji warstwy drugiej. Korzystanie z tej warstwy nie jest obowiązkowe i wymagane jest jedynie wtedy gdy dwa segmenty siedzi oddzielone są routerem.

4. Warstwa transportu - Warstwa transportu odpowiada za jakość przesyłania informacji między węzłem nadawczym a odbiorczym.

5. Warstwa sesji - Odpowiada za synchronizację pomiędzy procesem nadawczym a procesem odbiorczym.

6. Warstwa prezentacji - Zajmuje się translacją formatów pomiędzy różnymi systemami - przy sieciach homogenicznych, tzn. łączących identycznie zachowujące się systemy - warstwa prezentacji nie jest konieczna.

7. Warstwa aplikacji - Warstwa aplikacji to po prostu zbiór aplikacji sieciowych - programów wykorzystujących pracę w sieci np.: programy pocztowe, ftp, przeglądarki WWW, telnet.

Nas interesują warstwy druga i trzecia. Jak widać w tabeli warstwa kanałowa (łącza danych) jest położona poniżej warstwy sieci więc warstwa sieciowa będzie zależna od warstwy kanałowej. Na początku więc zajmijmy się mostkami ponieważ one właśnie działają na poziomie warstwy łącza danych.

Mostek to urządzenie posiadające 2 lub więcej portów, służące do łączenia segmentów sieci. Na bieżąco identyfikuje swoje porty i kojarzy konkretne komputery. Mosty uczą się i zapamiętują adresy MAC kart występujących w ich segmencie. Zaraz po dołączeniu do sieci mosty wysyłają sygnał do wszystkich węzłów z żądaniem odpowiedzi. Na tej podstawie oraz na analizie przepływu pakietów, tworzą tablicę adresów fizycznych komputerów w sieci.

Dzięki temu, kiedy most odbierze ramkę zaadresowaną do karty, która nie występuje w jego segmencie szuka on tego adresu w swojej tablicy mostkującej i wysyła ramkę do odpowiedniego segmentu sieci. Przy przesyłaniu danych bridge odczytuje z tablicy położenie komputera odbiorcy i zapobiega rozsyłaniu pakietów po wszystkich segmentach sieci.

Most pozwala na podniesienie wydajności i zwiększenie maksymalnych długości sieci. Mosty są proste w instalacji, nie wymagają konfiguracji. Są urządzeniami wysoce elastycznymi np. przy dodawaniu nowego protokołu potrafią automatycznie dostosować się. Bridge używają adresacji fizycznej (adresy MAC), co nie pozwala stwierdzić lokalizacji fizycznej sieci. Działają na poziomie warstwy łącza danych, nie mogą więc wybierać optymalnej drogi pakietów. Ponieważ działają na poziomie warstwy drugiej nie rozpoznają one protokołów wyższych warstw. Mosty zapewniają proste filtrowanie, odczytują adres zapisany w ramce sieci Ethernet lub Token Ring i określają do jakiego segmentu należy przesłać dany pakiet. Gdy więc komputer z jednego segmentu wysyła wiadomość, mostek analizuje zawarte w niej adresy i jeśli nie jest to konieczne nie rozsyła jej do innego segmentu. W sieci nie krążą wtedy zbędne pakiety.

Schemat 1. Przykład sieci z mostem


Bridge nie potrafią jednak zablokować pakietów uszkodzonych, ani przeciwdziałać zatorom, powstałym gdy wiele stacji roboczych usiłuje naraz rozsyłać dane w trybie broadcastowym. Bridge mogą przesyłać pakiety wieloma alternatywnymi drogami i może zdarzyć się, że na dwóch różnych interfejsach pojawi się ta sama informacja i pakiety będą krążyć po sieci w nieskończoność. Może to spowodować powstanie sztormów broadcastowych i zakłócenie pracy sieci. Urządzenia te wykorzystuje się również do poprawienia niezawodności sieci, co polega na podziale dużych sieci na mniejsze segmenty. Uszkodzony kabel czy węzeł może doprowadzić do unieruchomienia całej sieci, tak więc podział pojedynczej sieci lokalnej na kilka mniejszych sieci połączonych ze sobą za pośrednictwem mostu zmniejsza wpływ uszkodzonego kabla lub węzła na funkcjonowanie całej sieci. Musimy jednak pamiętać o jednym poważnym ograniczeniu. Segment sieci nie może mieć więcej niż 1024 urządzeń. Jest to jednak ograniczenie czysto teoretyczne ponieważ w praktyce nie spotyka się tak wielkich segmentów ponieważ tak skonstruowana sieć byłaby strasznie mało efektywna.

Można wyróżnić mosty przeźroczyste, LSB oraz realizujące routing źródłowy. 
Mosty przeźroczyste zwane też uczącymi się lub inteligentnymi, stosowane są w sieciach typu Ethernet. Tuż po zainstalowaniu urządzenie rozpoczyna proces poznawania topologii sieci. Tablica bridge'a jest stale aktualizowana. Bridge przeźroczyste w rozległych sieciach działają w oparciu o algorytm STA (spanning tree algorithm). Polega on na tworzeniu wielu alternatywnych dróg połączeń, ale pozostawieniu zawsze jednej trasy wolnej (zazwyczaj jest to jedna linia komutowana). Odblokowywana ona jest tylko w razie konieczności np. awarii innej drogi. Mosty LSB (load-sharing bridges) także stosowane są w sieciach Ethernet. Pozwalają na używanie tej rezerwowej linii, która jest nie wykorzystana w mostach przeźroczystych. Są więc przez to najwydajniejsze. Mosty realizujące routing źródłowy działają w sieciach Token Ring. Poza informacją o miejscu docelowym pakietów, bridge w tym wypadku wie także którędy najlepiej je tam przesłać. Przy czym to nie urządzenie wybiera optymalną trasę, lecz odczytuje je z danych zawartych w samych pakietach. 

Zadaniem routera jako urządzenia w sieci jest przesyłanie transmitowanych przez komputery pakietów do innej podsieci. Routery funkcjonują na poziomie warstwy sieciowej, maję więc szerokie możliwości. Komunikacja w sieci z routerem oparta jest na adresacji logicznej, co pozwala np. na fizyczne umiejscowienie adresata. Każdy segment sieci musi mieć własny adres sieciowy LAN, podobnie jak i każdy komputer. Informacje o nich umieszczane są w pakietach. To najbardziej zaawansowane urządzenie stosowane do łączenia segmentów sieci i zwiększania jej fizycznych rozmiarów. Router jest urządzeniem konfigurowalnym, pozwala sterować przepustowością sieci i zapewnia pełną izolację pomiędzy segmentami. 
Funkcje routera są podobne do mostu. Różnica  polega na tym   iż routery są używane do przekazywania danych pomiędzy sieciami opartymi na różnych technologiach oraz na większym zaawansowaniu technicznym. Routery są  integralną częścią Internetu, gdyż składa się on z wielu sieci opartych na różnych technologiach sieciowych. 

Sama zasada działania routera jest bardzo prosta. Urządzenie to przyjmuje pakiet i obcina ramkę warstwy drugiej modelu OSI (jako, że potrafi odczytać dane zawarte w pakiecie dotyczące warstwy trzeciej). Potem czyta informację adresową przeznaczoną dla warstwy trzeciej, która służy do ustalenia kolejnego skoku na drodze do miejsca przeznaczenia pakietu. Pakiet jest następnie kierowany do kolejnego punktu. Ostatni router musi ponownie umieścić pakiet w strukturze ramki warstwy 2, zgodnej z architekturą sieci docelowej. Więcej o protokołach i ramkach napisane jest na końcu referatu.

W sieciach rozległych dane przesyłane są z jednego węzła do konkretnego drugiego, a nie do wszystkich. Po drodze napotykają na wiele węzłów pośredniczących, mogą też być transmitowane wieloma różnymi trasami. Router jest jednym z tych węzłów, który ma za zadanie przesłać dane najlepszą (najszybszą) trasą. Do kierowania danych routery używają tzw. tablicę routingu, zawierającą informacje o sąsiadujących routerach i sieciach lokalnych. Służy ona do wyszukania optymalnej drogi od obecnego położenia pakietu do innego miejsca sieci. Tablica routingu  może być statyczna lub dynamiczna,   zależy to od postawionych wymagań. Statyczna musi być aktualizowana ręcznie przez administratora sieci,  dynamiczna natomiast jest aktualizowana automatycznie przez oprogramowanie sieciowe. Zaletą dynamicznej tablicy routingu jest to, że w wypadku zablokowania sieci z powodu ruchu o dużym natężeniu oprogramowanie sieciowe może zaktualizować tablicę, tak aby poprowadzić pakiety drogą omijającą zator. Routery mają wiele zalet: wybór optymalnej trasy między nadawcą a odbiorcą, ochrona (zapory, kodowanie), transakcja protokołów (łączenie różnych segmentów o różnych protokołach), filtrowanie pakietów (sortowanie i selekcja transmitowanych pakietów), usuwanie pakietów bez adresu. 

Ponadto router potrafi zlikwidować sztormy broadcastowe, a nadawca jest informowany o uszkodzeniu lub zaginięciu pakietu. Routery pełnia także funkcje tzw. firewalli - zabezpieczając sieć przed niepowołanym dostępem. Rozmiar sieci opartej na routerze nie jest limitowany jak np. w przypadku bridge'a. Jest też szybszy, z reguły potrafi przesłać kilkanaście tysięcy pakietów na sekundę (bridge maksymalnie 10 tys.) i sieć na jego bazie jest prostsza w utrzymaniu od sieci na bazie bridge'ów. Są to urządzenia bardzo drogie, ale często nieodzowne w dużych sieciach lokalnych i rozległych. Wykorzystuje się je np. gdy konieczne jest połączenie w firmie dwóch odległych sieci za pomocą łącza stałego lub podłączenie firmy do Internetu.

Również komputery mogą pełnić rolę routera. Aby komputer mógł pełnić jego role musi posiadać przynajmniej dwie karty sieciowe, skonfigurowany protokół TCP/IP i system operacyjny zdolny do wykonywania takiej usługi. Pomimo faktu, że jest to router software'owy jednak zasada działania pozostaje taka sama.
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Jak widać komputer pełniący role routera ma dwie karty sieciowe z adresami 192.168.2.1 i 192.168.1.1. W tym przykładzie liczby 192.168 w adresie IP oznaczają numer sieci, trzecia liczba (czyli tzw. Oktet) oznacza numer podsieci a czwarty oktet numer komputera (w tym wypadku karty sieciowej). Komputery klienci w podsieci A musza mieć ustawiana bramę 192.168.2.1 a komputery w podsieci B 192.168.1.1. 

Protokoły IP oraz Ethernet 802.3

Protokołem warstwy drugiej modelu OSI, który jest „rozumiany” przez mosty jest protokół Ethernet. W protokole tym zdefiniowano ramkę która wysyłana jest przez sieć. Ramka jest taką strukturą, która zawiera wystarczającą ilość informacji do przesłania danych za pomocą sieci do ich miejsca przeznaczenia. Istnieje pięć różnych typów ramek ethernetowych: PARC, Ethernet, DIX Ethernet, podstawowa 802.3, 802.3 z podramką LLC oraz 802.3 z podramką SNAP. Przybliżę teraz budowę podstawowej ramki 802.3. Minimalna długość ramki wynosi 64 oktety, a maksymalna 1518 oktetów. Pierwsze 7 oktetów to preambuła po której następuje jedno oktetowy ogranicznik. Następnie znajdziemy w ramce 6 oktetowy adres odbiorcy i 6 oktetowy adres nadawcy. Adresy te są adresami kart sieciowych (MAC), które zostały im przypisane przez producenta. Są one unikatowe. Za adresami znajduje się dwu oktetowe pole długości ramki (różnie interpretowane w zależności od standardu) oraz pole z danymi (od 48 do 1500 oktetów). Na końcu ramki znajduje się 4 oktetowe pole sekwencji kontrolnej ramki.

W ramce 802.3 zrezygnowano z pola typ i dodano pole długość. Uniemożliwiło to osadzanie informacji o typie protokołu warstwy wyższej, który został osadzony. Stworzono więc standard 802.3 LLC. Zaraz za polem długości dodano trój oktetowe pole podramki LLC. W polu tym jeden oktet zawiera informacje o punkcie dostępu usługi docelowej, drugi informacje o punkcie dostępu usługi źródłowej a trzeci oktet to pole kontroli. W późniejszym czasie ramka została zmieniona i wprowadzono standard 802.3 SNAP. Dodano w nim do podramki LLC kolejne 5 oktetów. Trzy oktety to Identyfikator Strukturalnie Unikatowy (OUI) a kolejne dwa to pole identyfikatora protokołu warstwy wyższej.

Następnym protokołem, który chciałbym omówić jest IP (wersja 4). Co prawda istnieją też inne protokoły wastwy trzeciej jak np.: Ipv6 (IP wersja 6), IPX , AppleTalk, NetBEUI (nie jest trasowalny) ale Ipv4 (IP wersja 4) jest protokołem najczęściej używanym i na nim obecnie opiera się cały Internet. W przyszłości Ipv4 zostanie zastąpiony przez Ipv6. Z IP powiązane są protokoły TCP oraz UDP (protokoły warstwy czwartej) tworząc w sumie „grupę” TCP/IP. Model referencyjny TCP/IP posiada cztery warstwy: Dostępu do sieci, Internetu (warstwa ta odpowiada warstwie 3 modelu OSI), Hosta z hostem oraz Procesu i Aplikacji. Warstwa Internetu protokołu Ipv4 obejmuje wszystkie protokoły i procedury potrzebne do przesyłania danych pomiędzy sieciami. Ipv4 jest protokołem bezpołączeniowym co oznacza, że urządzenia kierujące pakietem w sieci (np. routery) mogą samodzielnie ustalać ścieżkę pakietu przechodzącego przez sieć. 

W warstwie Internetu działają też inne równorzędne protokoły jak: IGP – wewnętrzny protokół bramkowy, EGP – zewnętrzny protokół bramkowy, ARP – protokół rozróżniania adresów, RARP – odwrócony protokół rozróżniania adresów oraz ICMP – protokół komunikacyjny sterowania Internetem.

Przegląd wybranych routerów występujących na rynku

Przegląd rodziny Cisco 3600

	Element 
	Cisco 3640 
	Cisco 3620 

	Typ procesora 
	IDT R4700 RISC, 100 MHz 
	IDT R4700 RISC, 80 MHz 

	Pamięć Flash 
	4 MB, rozszerzalna do 32 MB 
	4 MB, rozszerzalna do 32 MB 

	Pamięć RAM 
	16 MB DRAM, rozszerzalna do 128 MB DRAM 
	16 MB DRAM, rozszerzalna do 64 MB DRAM 

	Gniazda na moduły sieciowe 
	4 gniazda 
	2 gniazda 

	Zasilanie 
	AC, DC, nadmiarowy zasilacz 
	AC, DC, nadmiarowy zasilacz 

	Wymiary 
	szer. 44.5 cm, wys. 8.7 cm, dł. 40 cm 
	szer. 44.5 cm, wys. 4.3 cm, dł. 36.2 cm 

	Wydajność 
	50-70 tys. pakietów na sekundę 
	20-40 tys. pakietów na sekundę 

	Port konsoli 
(do 115.2 kbps) 
	Tak 
	Tak 

	
	
	

	Montowanie w szafce i na ścianie 
	Tak 
	Tak 

	Gniazda na karty PC Dual II 
	Tak 
	Tak 


Dla klientów, którzy mają dostęp jedynie do zasilania stałoprądowego Cisco produkuje przystosowane do niego modele - takie zasilacze można zamówić osobno. Mają one oznaczenia PWR-3620-DC= i PWR-3640-DC=.

	Firma
	Nazwa
	Liczb i typy portów LAN
	Protokoły sieciowe
	Protokoły trasowania
	Inne własności
	Cena(tys. USD)

	3Com
	SuperStack 3 Router 400
	2 Eth. 10/100
	IP, IPX, Apple Talk, IPv4
	RIP, RIPv2, OSPF, IS-IS, VRRP
	PPTP, L2TP, IPSec (DES, 3DES, RC5, HMAC-MDS, HMAC-SHA1), MPPE (RC4), EAP, RADIUS, PAP, CHAP, MS-CHAP, DHCP, IPCP, IPX, RAS, firewall, NAT.
	4,995

	Allied Telesyn
	AR300
	1 Eth.
	TCP/IP, IPX, AplleTalk
	RSVP, RIP1/2, OSPF, IPX/ SPX Spoof.
	nn
	0,683

	Allied Telesyn
	AR310
	1 Eth.
	TCP/IP, IPX, AplleTalk
	RSVP, RIP1/2, OSPF, IPX/ SPX Spoof.
	nn
	0,878

	Allied Telesyn
	AR330
	2 Eth.
	TCP/IP, IPX, AppleTalk, DECnet IV
	OSPF, RIP1/2, IPX/SPX Spoof., RSVP, BoD
	idealny dla ISP, DES/3DES 56-bit
	1,035

	Allied Telesyn
	AR395
	1 Eth.
	TCP/IP, IPX, AppleTalk, DECnet IV
	OSPF, RIP1/2, IPX/SPX Spoof., RSVP, BoD
	idealny dla ISP, DES/3DES 56-bit, z połącz. zapas. przez ISDN, na potrzeby szerok. pasma dla lokalizacji centralnych
	1,86

	Bintec
	BinGO
	10Base2
	IP, IPX, XNS, 
	RIP1/2, 
	Softfax, router ISDN 
	0,713

	Bintec
	BinGO! Classic
	Eth., 1 p szer. dla konf., 1 BRI S0 dla 2 B
	IP, IPX
	nn
	nn
	0,464

	Bintec
	BIANCA/BRICK-XS
	1 x 10Base-2
	IP, IPX, XNS
	RIP1/2, OSPF (o)
	router ISDN 
	1,109

	Bintec (Brinet)
	X4000
	1-3 10/100BT
	IP, IPX, RIP 1/2
	OSPF
	LS, remote CAPI, MPPE, PAP, CHAP, MS-CHAP, NAT, MPPE, VPN, status monitor, call back, faks modem sprzętowy
	nn

	C&C Partners Telecom
	K320- ISDN KRONE Router
	1x10BaseT, Eth.
	IP, IPX, Apple
	RIP1/2 
	nn
	nn

	C&C Partners Telecom
	K340- ISDN KRONE Router
	1x10BaseT, Eth.
	IP, IPX, Apple
	RIP1/2 
	nn
	nn

	C&C Partners Telecom
	K360- ISDN KRONE Router
	1x10BaseT, Eth.
	IP, IPX, Apple
	RIP1/2 
	nn
	2,737

	Cisco Systems
	Cisco 12000
	120 Fast Eth., 15 GEth.
	IP
	RIP, OSPF, IS-IS, ISO/CLNP, EIGRP, EGP, BGP
	nadm.
	nn

	Cisco Systems
	Cisco 7500
	176 Eth., 44 Fast Eth., 88 TR, 22x100VG, 22 FDDI, 1 GEth.
	IP, IPX, Apple 1 i 2, DEC IV i V, CLNS, Vines, XNS, Apollo Domain
	RIP1/2, IGRP, EIGRP, OSPF, BGP, IS-IS, EGP, PIM, ODR
	nadm., sprzęt. kompres. i szyfr., zintegr. przełącz. Eth./Fast Eth.
	nn

	Cisco Systems
	Cisco 7100
	10 Eth, 4 Fast Eth., 4 TR 
	IP, IPX, Apple, DEC IV i V, CLNS, Vines, XNS, Apollo Domain
	RIP1/2, IGRP, EIGRP, OSPF, BGP, IS-IS, EGP, PIM, ODR
	sprzęt. kompres. i szyfr., ATM-DXI
	nn

	Draytek
	VIGOR 2000
	1x10/100TX, 1x10BaseT
	IP, IPX, XNS, 
	NAT, RIP 1/2
	router ISDN 
	0,225

	Elsa
	LANCOM 4000
	1x10/100 Base2
	TCP/IP, IPX, NetBIOS/IP
	RIP 1/2
	Remote CAPI 2.0, router ISDN, DHCP Server
	0,95

	Elsa
	LANCOM 4100
	1x10/100 Base2
	IP, IPX, XNS, DEC, OSI, Apple
	RIP, EGP, BGP, OSPF, IS-IS, ES-IS
	Remote CAPI 2.0, DHCP serw., router ISDN 
	2,055

	Enterasys A Cabletron Systems Company
	SSR-16
	16 sl. chassis
	IP, IPX
	RIP, OSPF, MOSPF, BGP
	war 4, QoS, RMON, RMON 2
	10,495

	Enterprise Systems Ericsson
	Ericsson AXC 220/221/223 Congo
	10BaseT; 4 p 10BaseT Hub
	IP, IPX
	-
	nn
	nn

	Enterprise Systems Ericsson 
	Ericsson AXC 420/421 Danube
	p: 10Base5/T; 8 p hub 10BaseT 
	IP, IPX
	TCP/IP z OSPF i RIP; IPX z RIP/SAP; Demand IPX, RIP/SAP
	nn
	nn

	Enterprise Systems Ericsson 
	Ericsson AXC 430/AXC 435 Colorado
	2 a-s 10Base5/T; 1 a-s 10Ba-se5/T i 4/16 Mb/s TR
	IP, IPX
	TCP/IP z RIP, OSPF, BGP4; Novell IPX z RIP/SAP
	nn
	nn

	Enterprise Systems Ericsson 
	Ericsson AXC 450/AXC 455 Amazon
	1-2 p: 10Base2/5/T
	IP, IPX
	TCP/IP z RIP, OSPF, BGP4; Novell IPX z RIP/SAP
	nn
	nn

	Intel
	ER9510
	1x10/100 Mb/s, 1x10 Mb/s
	IP, IPX, Apple
	RIP 1/2
	nn
	0,939

	Intel
	ER9515
	1x10/100 Mb/s
	IP, IPX, Apple
	RIP 1/2
	nn
	1,065

	Intel
	ER9530
	1x10/100 Mb/s
	IP, IPX, Apple
	RIP 1/2
	nn
	0,939

	Intel
	ER9535
	1x10/100 Mb/s, 1x10 Mb/s
	IP, IPX, Apple
	RIP 1/2
	nn
	1,065

	Intel (dystrybutor ELKOTech)
	9525U
	1 Eth. 10/ 100BaseT
	IP, IPX 
	RIP 1/2
	kompres. sprzęt., p. konsoli, IPX spoofing, NAT
	nn 

	Lucent Technologies
	Access Point 450
	Eth., Fast Eth. 
	IP, IPX, Apple
	RIP, EGP, BGP, OSPF, IS-IS
	akcelerator dla szyfr., IPSec, ATMP, L2TP, PPTP, L2F
	nn

	Lucent Technologies
	Access Point 1000
	Eth., Fast Eth. 
	IP, IPX, Apple
	RIP, EGP, BGP, OSPF, IS-IS
	akcelerator dla szyfr., IPSec, ATMP, L2TP, PPTP, L2F
	nn

	Motorola
	6560 MP-Router Pro
	10 Eth., 4/16 TR
	IP, IPX, Apple, DEC
	OSPF, RIP, tras. IP/IPX i Apple, konw.LLC Eth./TR itp.
	SNMP, Telnet, billing, kompres. danych, bezp., DoD, BoD, NCR, Boroughs Poll/ Sel., ALC (X.25), TFTP, TNPP, TBOP, TCOP i in.
	od 4,5 

	Nortel Networks
	System 5000, 5380/5580
	4 maks., Eth., Fast Eth., TR, ATM DXI
	IP, IPv6, IPX, OSI, Vines, Apple, XNS, DEC …
	RIP1/2, OSPF, BGP, EGP
	rodzina przełącz. trasujących ruch wieloprotokołowy 
	nn

	Nortel Networks
	Contivity Extranet Switch 1500/ 2000/4000
	2 Eth./Fast Eth. 
	IP, IPX
	RIP1/2, SAP
	PPTP, L2F, RC4, IPSec, L2TP, IPX/PPTP, 3DES, Radius, LDAP...
	nn

	ZyXEL
	Prestige 153X
	1 Eth.
	IP, IPX
	RIP, przezroczyste mostkowanie
	DHCP serw., call-back, zap., dial-on-demand, PAP, spoof., CHAP, MS CHAP, SUA, STAC/CCP, SNMP, Radius
	0,67
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