INZYNIERII BEZPIECZENSTWA — MOZLIWOSCI KSZTALCENIA
NA POZIOMIE UNIWERSYTECKIM

prof. dr hab. inz. Stanistaw Radkowski
Politechnika Warszawska, Instytut Podstaw Budowy Maszyn, ul. Narbutta 84, 02-524 Warszawa
e-mail: ras@simr.pw.edu.pl

1. Wprowadzenie

W postanowieniach europejskiego szczytu w Lizbonie z 2000r. podkresla sie koniecznosé
bardziej dynamicznego rozwoju gospodarki, ktorej efektywno$¢ powinna by¢ wspierana przez
spoteczenstwo wiedzy. Na nastepnym spotkaniu przywodcow europejskich w Gothenburgu w 2001r.
podkreslono wieloaspektowos¢é harmonijnego rozwoju w tym zwiazek gospodarki ze zdrowiem,
ochrona s$rodowiska i poziomem zatrudnienia oraz zwiazana z tym koniecznos¢ modernizacji
przemystu w celu poprawy efektywnosci, jakosci i bezpieczenstwa [1]. Bowiem wedtug badan
Eurostatu [2] w pietnastu krajach ,,Starej Unii” w 2001r. wydarzyto si¢ 7,6 miliona wypadkow w
pracy, ktére pochtonety 4900 ofiar smiertelnych. Oblicza sie, ze kazdego roku zdarza sie $rednio 30
duzych katastrof w przemysle objetym Dyrektywa Seveso 2, ktorych koszty przekraczaja 1,5 miliarda
Euro. Réwnolegle zwraca sie uwage, ze bezpieczenstwo jest nie tylko podstawa jakosci zycia, ale
podstawowym warunkiem osiagniecia przez gospodarke oczekiwanego poziomu efektywnosci i
konkurencyjnosci. Kazde przerwanie tancucha produkcyjno- transportowego ma okreslone
konsekwencje, zaburza dziatalnos¢ przemystu czasami na obszarze catej Unii, ktorej gospodarka jest
coraz silniej i $cislej powiazana. Dla realizacji tych zadan niezbednym staje sie harmonizacja polityki
gospodarczej i rozwiazan logistycznych w catej Unii Europejskiej, szczegblnie w krajach ,,Nowej
Unii”. Polityka ta powinna uwzglednia¢ mozliwo$¢ udziatu ekspertow spotecznych w procesie
podejmowania decyzji i zwigkszenia wagi opinii publicznej w ksztattowaniu bezpieczenstwa i
ochrony srodowiska. Z tego punktu widzenia istotne znaczenie ma utrwalenie $wiadomosci, ze z
kazda dziatalnoscia cziowieka zwiazane jest residualne ryzyko techniczne. Stad, waznym jest
uczynienie procesu podejmowania decyzji transparentnym i dostepnym dla spoteczenstwa. Ten ostatni
wymabg wskazuje na koniecznos¢ wprowadzenia i rozwoju etyki ryzyka technicznego oraz kultury
bezpieczenstwa umozliwiajacej wyjasnienie zagadnien ryzyka oraz opisywanie korzysci jakie takie
ujecie tych problemoéw przyniesie spoteczenstwu i gospodarce. Oznacza to mozliwos$¢ sprawowania
procesu rzadzenia z uwzglednieniem ryzyka, szczegolnie jesli chodzi o podejmowanie decyzji
rzadowych odnosnie zagrozen epidemiologicznych, nowych technologii w tym genetycznie
modyfikowanej zywnosci, strategicznych skutkéw zachodzacych zmian klimatycznych, naturalnych i
technicznych Katastrof, pozioméw akceptowalnosci ryzyka technicznego, zwiazku poziomu ryzyka
technicznego z wdrazaniem nowych technologii. Celem tych dziatan, przedstawionych w opracowaniu
zatytutowanym Strategie Research Agenda [1] jest wprowadzenie do roku 2020 nowego paradygmatu
i jego jak najszersza adaptacja w przemysle i transporcie europejskim. W tym ujeciu bezpieczenstwo
jest rozumiane jako kluczowy czynnik sukceséw biznesowych i nieodtaczny element dziatan
technicznych. Tak rozumiane bezpieczenstwo bedzie mie¢ progresywny i mierzalny wplyw na
zmniejszenie liczby wypadkéw w pracy, choréb zawodowych, incydentéw s$rodowiskowych i
zwiazanych z wypadkami strat produkcyjnych. Oczekuje sig, ze strategia ,eliminacji incydentow”
spowoduje wprowadzenie zagadnien bezpieczenstwa do projektowania, procedur napraw i obstug,
dziatalnosci operacyjnej i zarzadzania na wszystkich poziomach przedsigbiorstw przemystowych i
transportowych.

Woprowadzenie zarzadzania ryzykiem technicznym dla wsparcia harmonijnego europejskiego
przemystu wymaga koordynacji dziatan w zakresie badan i poczynan aplikacyjnych oraz
uwzglednienia tych interakcji pomigdzy wiasciwym wykorzystaniem wiedzy technicznej a rozwojem
Swiadomosci spotecznej.

Podobnie celem powotanej w 1995 roku w USA instytucji pod nazwa Institute for Safety
Through Design jest spowodowanie by rozwazania o bezpieczenstwie, zdrowiu i srodowisku staty sie



integralna czescia procesu projektowania i rozwoju systemow przeznaczonych do uzytku przez
cztowieka tak aby zadanie minimalizacji ryzyka chordb lub zniszczen $rodowiskowych byto
rozwiazywane na wszystkich etapach procesu projektowania. Istota tego podejscia jest wprowadzenie
oceny ryzyka do procesu projektowania wszystkich zidentyfikowanych zagrozen, ustalanie poziomu
akceptowalnego ryzyka we wszystkich cyklach istnienia wytworu od koncepcji do ztomowania i
utylizacji. Oznacza to, podobnie jak w formule preferowanej w Uni Europejskiej w wielu strukturach
gospodarczo spotecznych konieczne sa zmiany nastawienia kulturowego.

Przywotujac tu podstawowa definicje kultury jako zbidr percepcji, wartosci, wierzen i
przypuszczen, ktéry determinuje indywidualne postrzeganie przez jednostke otaczajacej go
rzeczywistosci i okresla jej zachowanie, mozna sobie uswiadomi¢ stopien trudnosci zwiazanych z
préba ksztattowania nowoczesnego widzenia zagadnien bezpieczenstwa technicznego. Stad, coraz
czesciej podejmowane sa préby odpowiedniego ksztattowania uniwersyteckich programow
edukacyjnych. Mozna wskaza¢ wiele uczelni, ktére takie programy przygotowaty, wychodzac z
roznych punktéw widzenia odnosnie zagrozen bezpieczenstwa oraz odpowiadajac na rdzne,
przewaznie lokalne potrzeby. Wydaje sig, ze korzystajac z nowych mozliwosci jakie daje nowa ustawa
- Prawo o Szkolnictwie Wyzszym warto podja¢ dyskusje nad mozliwosciami przygotowania w
polskich uczelniach programu studiéw z zakresy inzynierii bezpieczenstwa. Ten problem zostat
podjety w publikacji [3]. Prezentowany referat jest rozwinieciem przedstawionych tam tez.

2. Zarzadzanie ryzykiem w wielkich systemach

Rozwazmy jakie implikacje edukacyjne maja zagadnienia ksztattowania ryzyka wielkich
systemow.

Jednym z czynnikébw wyznaczajacych standardy wspotczesnego spoteczenstwa obok
infrastruktury, poziomu techniki, struktury ustug energetycznych i informatycznych, systeméw
komunikacyjnych i finansowych, jest bezpieczenstwo systeméw technicznych. Praktycznie kazdy z
wymienionych systemdéw podlega statym zmianom i procesom adaptacyjnym zgodnie z og6lna zasada
maksymalizacji korzysci i efektywnosci. Bezposrednio przektada sig¢ to na ciagty proces obnizania
kosztow i wynikajace stad impulsy wprowadzania nowych technologii, wzrostu kompleksowosci
systemow a w konsekwencji osiagniecia nastepnego poziomu w kazdym z systemOw zwigzany z tym
problem oceny informacji niepetnej i niepewne;j.

Obserwowana dynamika systemdéw jest zwiazana z wystepowaniem zaréwno zewnetrznych
i wewnetrznych oddziatywan. Stad zadanie rozpoznania ryzyka w zalozonych sytuacjach
wystepujacych w systemach tego typu skupia uwage wielu badaczy. [3]. Wiele miejsca zajmuje
zagadnienie ustalenia prostych algorytmow analizy ogdlnego ryzyka oraz identyfikacji i lokalizacji
elementow i weztobw wrazliwych na uszkodzenia. Stad potrzeba budowy, algorytmu, ktory
uwzgledniajac kluczowe czynniki procesu funkcjonalnego, $rodowiska i technologii réwnoczesnie
bedzie w stanie analizujac i ocenia¢ naptywajace informacje diagnostyczne, umozliwiajace
identyfikacje obszaréw wymagajacych dalszych szczeg6towych badan. Szczegblne znaczenie ma
detekcja tych niekontrolowanych obszaréw systemu, ktore sa szczegdlnie wrazliwe na oddziatywanie
roznych czynnikdw. Najczestszym celem takich badan i analiz jest wykrywanie nieliniowych
interakcji, potaczen i zaleznosci oraz stworzenie strategii minimalizacji ryzyka. Na przyktad w
sektorze ubezpieczen, okreslenie obszaréw wysokiego ryzyka moze prowadzi¢ do rewaluacji polis; a
w skrajnych przypadkach do decyzji o wycofaniu si¢ z ubezpieczen specyficznych rodzajéw ryzyka.

Ztozonos¢ systemu jest stowarzyszona ze zjawiskami samo-organizacji. Charakteryzujace sig
duza efektywnoscia systemy samoorganizujace rdwnoczesnie ,,znajduja sie” blisko stanu krytycznosci,
zmiana warunkow moze by¢ traktowana jako zewnetrzne zaktdcenie systemu. Liczba i zmiennosé
zaktdcen zwigksza wrazliwos¢ systemu, do zmiany struktury wewnetrznej wiacznie. Dodatkowo
system, ktory znajdowat sie w stabilnym stanie rownowagi moze zosta¢ wprowadzony w stan
niestabilny zaréwno przez zmiany warunkow zewnetrznych, oddziatywan wewnetrznych czy wreszcie
w efekcie zachodzacych zmian reakcji. Zauwazmy, ze duza liczba elementdw systemu zwiazana z tym
duza liczba wewnetrznych relacji bedacych miara ztozonosci systemu, w warunkach duzej zmiennosci
przyczynia sie do wzrostu prawdopodobienstwa wprowadzenia systemu w swojego rodzaju rezonans
prowadzacy do wystapienia uszkodzenia.



Wielkie systemy sa z jednej strony wrazliwe na katastroficzne uszkodzenia z drugiej struktura
tego systemu moze spowodowac, ze oddziatywanie lokalnego uszkodzenia moze przybra¢ rozmiary
odpowiadajace uszkodzeniu katastroficznemu. Tych wzgledow w literaturze [3] wyrdznia sie
nastepujace typy uszkodzen:

- Uszkodzenia wywotane wsp6lna (ta sama przyczyna) — zniszczenie dwdéch lub
wiekszej liczby systemoéw infrastruktury w tym samym czasie w rezultacie
dziatania tej samej przyczyny (brak dostawy pradu, w skutek czego nie dziata
oswietlenie wodociag ogrzewanie i dodatkowo system telekomunikacyjny).

- Uszkodzenie eskalujace, charakteryzuje sie tym, ze zniszczenie jednego ukiadu
pobudza proces zniszczenia kolejnego systemu.

- Uszkodzenie kaskadowe jest to takie uszkodzenie jednego z podsystemow,
ktore powoduje zniszczenie.

Ztozonosé struktur wielkich systemdw powoduje, ze niezbedne jest opracowanie nowych
narzedzi analizy i oceny ryzyka. Istota jest ocena kompleksowosci systemu przez eksponowanie
wzajemnych relacji pomigdzy elementami. W pracy [3] wskazuje si¢ na koniecznos¢ badania
wzajemnych relacji trzech kategorii funkcjonowania, srodowiska i zasobow. Kazda ze sktadowych
powinna by¢ identyfikowana ze wzgledu na rodzaj potaczen i ich wplyw na zachowanie systemu,
szczegoOlnie jego wrazliwosé¢ na uszkodzenia.

Wykrycie potaczonych elementéw oznacza koniecznosé¢ identyfikacji wptywu, szczegdlnie
relacji, ktére maja negatywny wptyw na catos¢ systemu. Podstawowym celem takiego postepowania
jest opracowanie procedury zdolnej analizowa¢ wielkie systemy, dostarczy srodkéw do detekcji
symptomow podatnosci na uszkodzenia i stanu krytycznosci w dowolnym typie.

Celem takiego postepowania jest nie tyle odpowiedzi na rysujacy sie problem ile identyfikacji
obszardw, ktore wymagaja bardziej szczegdtowej analizy. Przykladem takiej analizy jest
wykorzystanie metod teorii chaosu do badania systemdw samo-organizujacych si¢ ktére balansuja w
poblizu stanu krytycznosci. Okazuje sie, ze tego typu badanie wskazuje na wieksze
prawdopodobienstwo duzej skali katastrof niz mogtoby to wynika¢ z analiz prowadzonych
tradycyjnymi metodami. Z przedstawionego przegladu probleméw wynika caty szereg wnioskow
odnosnie ksztattowania programéw nauczania na Kierunku inzynieria bezpieczenstwa.

3. Uwarunkowania zewngtrzne, preferowane rozwigzania.

Dostep do zaawansowanych technologii i standard pracy w srodowisku informatycznym
powoduja, ze coraz wigcej firm i przedsigbiorstw uwzglednia w swoich programach, a nie rzadko w
procedurach funkcjonalnych zagadnienia ksztattowania bezpieczenstwa. Oznacza to, ze coraz czgsciej
w zespotach inzynieréw zaangazowanych w projektowanie wsparte komputerowo obok projektantéw
pojawiaja sie specjalisci z zakresu inzynierii bezpieczenstwa, dysponujacy odpowiednia wiedzg z
zakresu budowy oraz eksploatacji obiektéw i systemow. Z drugiej strony praktycy zajmujacy Sie, na
co dzien problematyka bezpieczenstwa beda zmuszeni uaktualnia¢ swoja wiedze z tego zakresu i
dodatkowo osiagna¢ nowe umiejetnosci z zakresu komputerowego projektowania. Czynnikiem, ktéry
bedzie inspirowat zarzady spotek do realizacji programéw ksztattowania bezpieczenstwa na etapie
projektowania sa oczywiste zyski, jakie przyniesie produkcja doébr i projektowanie procesow
technologiczno — eksploatacyjnych o obnizonej intensywnosci uszkodzen, zdolnych kontrolowaé
proces uszkodzen wedtug kryterium minimalizacji konsekwencji, ich rozlegtosci i wielkosci strat.
Zwiazane z tym bardziej kompleksowe wykorzystanie rdznorodnych programéw z zakresu CAD,
CAE, CAM, PDM (Product Data Management) i ERP (Enterprise Resource Planning) spowoduja
skrocenie okresu wprowadzania wyrobu do produkcji oraz wzrost efektywnosci produkcji.

Kolejne jakosciowe zmiany w zarzadzaniu produkcja Sa zwiazane z postepujacym procesem
globalizacji, ktérego efektem jest przenoszenie produkcji przemystowej do krajéw drugiego lub
trzeciego $wiata i zwiazana z tym tendencja rozwijania modutowej struktury finalnego produktu.
Efektem tych procesow, na przyklad w przemysle samochodowym jest skrocenie typowego
pigcioletniego cyklu wprowadzania nowego modelu do produkcji do osiemnastu miesigcy.

Wirtualne prototypy nowych lub modernizowanych wytwordw, analizowane w przestrzeni
tréjwymiarowej, poddawane symulacyjnym testom funkcjonalnym i badaniom destrukcyjnym, stana
sig czynnikiem dodatkowo przyspieszajacym ten proces. Przykladem juz istniejacych programoéw,



ktoére moga by¢ wykorzystane do realizacji takiego zakresu zadan na etapie projektowania jest CATIA
(Computer — aided three — dimensional interactive applications). Jest to platforma programowa
umozliwiajaca uzyskanie niezaleznych rozwiazan na roznych poziomach analizy systemu i jego
sktadowych, umozliwiajaca automatyczna generacje tréjwymiarowych rysunkéw elementow i
zespotdw, analize deformaciji pod obciazeniem, symulacje montazu i demontazu, opracowanie na
etapie projektowania procedur montazu, obstugi i napraw oraz ich wstepna walidacje.

Podobnych jakosciowych zmian mozna oczekiwaé w systemach i procedurach zarzadzania oraz
organizacji i poziomie wyposazenia stanowisk pracy. Rozwoj technologii informatycznych bedzie
prowadzit do zmian nie tylko stylu zycia, ale réwniez form zatrudnienia. Coraz wiecej ludzi bedzie
wykonywa¢ prace projektowe poza biurem projektowym, a rosnace mozliwosci wykorzystania
internetu do prac projektowych zmusza korporacje do ponownej analizy swoich dotychczasowych
projektowo — menadzerskich strategii. Wszystkie te czynniki zaczynaja coraz bardziej przyczynia¢ sie
do aktywnosci $rodowisk naukowo - technicznych we wiodacych krajach na rzecz rozwoju
ksztatcenia uniwersyteckiego w zakresie inzynierii bezpieczenstwa. Na przyktad w USA z inicjatywy
ISTD promuje si¢ wprowadzenie do programéw studiow inzynierskich zaje¢ z zakresu analizy i oceny
ryzyka. Wedtug ekspertow z tego instytutu w najblizszych latach 50% absolwentéw szkot
inzynierskich bedzie potrafito korzysta¢c z programéw komputerowych umozliwiajacych
kontrolowanie poziomu ryzyka technicznego. Amerykanski odpowiednik polskich komisji
akredytacyjnych, ABET (Accreditation Board for Engineering and Technology) w opracowanych
kryteriach dla inzynieréw podkreslit, ze program powinien zapewniac:

- pomoc i doradztwo studentom w kreowaniu akademickich karier i monitoring postgpu w
studiowaniu;

- przygotowanie absolwentéw do efektywnego spetniania obowiazkéw zawodowych i udanej
kariery zawodowej;

- przygotowanie do rozwoju swoich umiejetnosci zawodowych i podyplomowego ksztatcenia
ustawicznego.

W zwiazku z tym absolwenci uczelni powinni posiadac:

- umiejgtnos¢ zastosowania wiedzy z zakresu matematyki, nauk przyrodniczych i inzynierii
mechanicznej;

- umiejetnos¢ projektowania, prowadzenia eksperymentow oraz analizowania i interpretowania
ich wynikow;

- umiejetnosci projektowania systeméw, sktadowych i proceséw zgodnie z wymaganiami;

- umiejetnos¢ identyfikowania, formutowania i rozwiazywania inzynierskich problemoéw;

- zdolnos¢ etycznej oceny zawodowej odpowiedzialnosci;

- umiejetnos¢ efektywnej komunikacji, w tym przygotowania raportéw, graficznej i oralnej
prezentacji wynikéw prac;

- poziom wiedzy z nauk spotecznych i humanistycznych umozliwiajacy identyfikacje i
lokalizacjg socjalnych i globalnych oddziatywan proponowanych rozwiazan inzynierskich;

- umiejetnos¢ wykorzystania nowoczesnych narzedzi inzynierskich w inzynierskiej praktyce;

- $wiadomos¢ i umiejetnos¢ sSledzenia rozwoju nowoczesnych technologii i aktualnej
problematyki zawodowej.

Analizujac zalecenia ABET i preferowane przez te komisje procedury ocen nalezy podkresli¢,
ze podstawowym celem prowadzonych ocen nie jest tropienie stabosci programowych i utomnosci
realizacyjnych, ale ciagta praca nad poprawa programdOw nauczania na podstawie oceny kompetencji
absolwentow analizowanych kierunkéw studiow.

Inny sposob postepowania jest przyjety przez polskie komisje akredytacyjne, ktdre skupiaja sie
na weryfikacji stopnia realizacji formalnych zalecen wtadz nadrzednych.

Gtowne kryteria przyjmowane w postgpowaniu akredytacyjnym odnosnie spetnienia wymagan
dla kierunku ksztatcenia dotycza minimow kadrowych i standardéw programowych oraz zalecanej
liczby godzin dla danego poziomu studiéw.

Rownolegle z opublikowanego w maju 2005 Sprawozdania z Dziatalnosci Rady Giownej
Szkolnictwa Wyzszego [4] wynika, ze wedtug zamieszczonej tam definicji kierunek studiéw jest
wyodrebnionym obszarem ksztatcenia posiadajacym wiasna, wyrazista tozsamos¢ naukowa lub
artystyczna. Charakterystyka kierunku powinna okresla¢ sylwetke absolwenta oraz zakres wiedzy
uznanej za podstawowa i kierunkowa.



W kolejnym zataczniku do omawianej uchwaty RG podano zasady ustanawiania nowych kierunkow
studiow. Réwniez w tym przypadku podkresla sie, ze wyodrebnienie nowego kierunku powinno
wynika¢ z jasno okreslonej potrzeby skorelowanej z rozwojem badan naukowych albo zmian
zachodzacych w sferze spotecznej, gospodarczej i na rynku pracy. Podkresla sig, ze standardy
nauczania dla nowego kierunku powinny zawiera¢ co najmniej 35% przedmiotéw podstawowych i
kierunkowych (ramowych tresci nauczania) niepokrywajacych sie ze standardami nauczania
obowiazujacymi na ktérymkolwiek z dotychczas istniejacych kierunkéw studiéw. Dodatkowo PAKA
stawia warunek, ze powotanie nowego kierunku studiéw mogtoby mie¢ miejsce tylko wtedy, gdy
przynajmniej dwie uczelnie w kraju realizuja lub przystepuja do realizowania ksztatcenia na nowym
kierunku.

Standardy nauczania dla poszczeg6lnych kierunkdw studiow powinny by¢ tworzone dla dwéch
pozioméw magisterskiego i zawodowego inzynierskiego (co najmniej 3,5 roku) lub licencjackiego (3
lata). W obrebie jednego standardu zawodowego przewiduje sie dwie mozliwe realizacje odpowiednio
licencjacka i inzynierska, ktdre rozni techniczny lub nietechniczny charakter przedmiotéw
specjalistycznych. Dodatkowo zawodowy charakter studiéw okresla obligatoryjna praktyka oraz
zalecany przez FEANI (Europejska Federacje Narodowych stowarzyszen Inzynierskich) udziat
przedmiotéw w poszczeg6lnych grupach programu studiéw: przedmioty inzynierskie — okoto 55%,
przedmioty podstawowe — 35%, przedmioty ogdine — okoto 10%.

Podsumowujac, standardy nauczania dla kierunku studiéw stanowia zbiér ogbélnych wymogow
dotyczacych programu studiéw i jego realizacji wraz z zestawem przedmiotow z zakresu ksztatcenia
0gdlnego, podstawowego i Kierunkowego oraz tresciami programowymi i minimalna liczba godzin,
ktorych realizacja jest obligatoryjna na danym kierunku studiow. W zaleceniach podkresla sie, ze
minimalne liczby godzin dla obowiazkowych przedmiotéw wraz z ich tresciami programowymi,
okreslane w standardach nauczania, nie sa "minimalnym programem studiow" a czescia wspdlna,
ktéra powinny zawiera¢ programy realizowane przez wszystkie uczelnie prowadzace okreslony
kierunek (Tabela 1).

Tabela 1. Standardy nauczania dla kierunku studiow, grupy przedmiotéw i minimalne obciazenia
godzinowe:[5]

Studia magisterskie || Inzynierskie studia zawodowe

A. Przedmioty ksztatcenia ogdlnego 270 godz 270 godz
B. Przedmioty podstawowe 600 godz 430 godz
C. Przedmioty kierunkowe 860 godz 530 godz
Razem 1730 godz 1230 godz

Ogélna liczba godzin dla danego
poziomu studiow

Przedmioty i grupy przedmiotow wskazane w minimum programowym (poza wychowaniem
fizycznym) powinny stanowi¢ 40% og6lnej liczby godzin zaje¢ lub punktow ECTS ustalonej tacznie
dla obydwu stopni studiéw na danym kierunku. Rownoczesnie catkowita liczba godzin przypisanych
przedmiotom z minimum programowego oraz obowiazkowym przedmiotom spoza tego minimum a
okreslonych w programie ksztatcenia danego kierunku, nie powinna by¢ wieksza niz 70% ogolnej
liczby godzin zaje¢ ustalonej w standardach, tacznie dla obydwu stopni studidw tego kierunku.

3600 + 100godz 2700 = 100godz

4. Przyktady programéw studidéw z zakresu inzynierii bezpieczenstwa w innych krajach

Proby wprowadzenia inzynierii bezpieczenstwa podejmowane na | i Il stopniu studiéw
wyzszych sa w réznych krajach. Mozna wskaza¢ przyktady poczynajac od Butgarii (University of
Mininy and Geology Sofia), Czech (The Faculty of Safety Engineering at VSB — Technical University
of Ostrava), Niemiec (Bergischen Universitat Gesamthochschule Wuppertal), Francji (Ecole Nationale
Supérieure d’Ingénieurs de Bourges), po Australie (School of Safety Science, Faculty of Science, The
University of New South Wales, Sydney). Najwieksze doswiadczenie z zakresu Sicherheitstechnik ma
niewatpliwie uczelnia w Wuppertalu i wydaje sig¢, ze na wstgpie warto poswigci¢ wigcej miejsca
omowieniu rozwiazan przyjetych w tej szkole.



Program nauczania inzynierii bezpieczenstwa w Bergischen Universitdt Gesamthochschule
Wuppertal [6]:
| stopien (studia Inzynierskie)

» Przedmioty podstawowe: Mechanika Il, Niezawodnos¢ / Techniki Automatyzacji,
Termodynamika / hydromechanika, Podstawy zarzadzania

» Przedmioty kierunkowe z zakresu:

a Inzynierii mechanicznej: Modut ,,Podstaw budowy maszyn”, Modut ,,Konstrukcji”, Modut
»,Badania materiatdw”, Modut ,,Pomiary i automatyzacja pomiaréw”

a Inzynierii bezpieczenstwa: Modut ,,Bezpieczenstwo ruchu drogowego”, Modut ,Pozary i
eksplozje”, Modut ,,Bezpieczenstwo i higiena pracy”, Modut,,Ochrona $rodowiska”,

» Zarzadzanie dla inzynieréw: Zarzadzanie ochrona pracy, Zarzadzanie ochrona srodowiska,
Zarzadzanie materialami niebezpiecznymi, Zarzadzanie ryzykiem, Zarzadzanie konfliktami,
Zarzadzanie ochrona p. poz.

Przyjmujac te¢ strukture programu za podstawe, dalsze pordwnania mozna odnies¢ tylko do
przedmiotéw kierunkowych i specjalistycznych. Odpowiednio, Wydziat Inzynierii bezpieczenstwa w
Czechach (The Faculty of Safety Engineering at VSB — Technical University of Ostrava), ktory sktada
sig z dwdch instytutéw, kolejne sa w trakcie tworzenia, wydzielit nastepujace przedmioty i
zagadnienia z zakresu inzynierii bezpieczenstwa, ktére powinny by¢ uwzglednione w programie
studiow [7]:

» Instytut Zarzadzania Bezpieczenstwem: Analiza ryzyka, Bezpieczenstwo zawodowe i
srodowiskowe, Niebezpieczne substancje, Bezpieczenstwo proceséw i technologii, Ochrona
przed eksplozjami, Zapobieganie awariom i plany awaryjne, Ekonomiczne aspekty
bezpieczenstwa, Ochrona ludzi, Ochrona substancji, Zarzadzanie bezpieczenstwem

» Laboratorium badan i zarzadzania ryzykiem wchodzace w skiad Instytutu Zarzadzania
Bezpieczenstwem: Analiza ryzyka — metodologia i zastosowania, Zarzadzanie ryzykiem
przemystowym, Ryzyko zwiazane z substancjami chemicznymi, Rozwdj programu nauczania
ustawicznego z zakresu bezpieczenstwa zawodowego i zapobiegania waznym wypadkom,
Czynnik ludzki a ryzyko waznych wypadkéw, Techniki informacyjne a ryzyko
Biorac za kolejny przyktad program uczelni w Bourges Francja (Ecole Nationale Supérieure

d’Ingénieurs de Bourges) [8], blok przedmiotéw kierunkowych i specjalistycznych mozna
wyspecyfikowa¢ w nastepujacy sposéb:

» Analiza: Teoria systemow, Analiza funkcjonalna, Analiza wartosci

» Analiza: Metody i narzedzia bezpieczenstwa funkcjonalnego (pewnosci), Niezawodnosé,
naprawialnos¢, gotowosé, Ergonomia

» Ryzyko srodowiskowe: Ryzyko ekosystemdw, Oszacowanie ryzyka toksykologicznego, Odpady
a srodowisko, Prawo a srodowisko, Geochemia a zanieczyszczenia gleby, Zanieczyszczenia
gleby, Hydrogeologia, Transport materiatbw niebezpiecznych, Fizyka atmosfery, Obrobka
obrazow srodowiska

» Ryzyko systemow przemystowych: Przewidywanie wspomagane komputerowo, Rozwoj
robotyki, Systemy czasu rzeczywistego, Systemy informatyczne, Diagnostyka — (retour
d’experience) powr6t doswiadczenie, Rozwdj automatyki, Bezpieczenstwo funkcjonalne
systeméw oprogramowania, Modelowanie i symulacja krytycznych systemoéw, Biometria —
prawo, Synteza obrazow i symulacja graficzna

» Ryzyko wypadkéw przemystowych: Eksplozje gazéw, Eksplozje pytdw, Pozary, Spalanie
wybuchowe

5. Whioski koncowe

Z przedstawionych rozwazan wynika potrzeba podjecia prac nad opracowaniem programu dla
inzynierii bezpieczenstwa, jako nowego kierunku studiow. Wskazuja na to zaréwno kierunki rozwoju
gospodarki, potrzeba zwigkszenia $wiadomosci spotecznej odnosnie zagrozen cywilizacyjnych i
technicznych mozliwosci, minimalizacji ryzyka jak i wyraznie zarysowana, odrebna metodyka badan
naukowych. Brak wysoko kwalifikowanych kadr, ktore bytyby w stanie rozpozna¢ zjawiska fizyczne
w systemach technicznych z uwzglednieniem kryteriow ryzyka, opracowa¢ odpowiednie metody



identyfikacji zagrozef, zmniejszenia prawdopodobienstwa wypadku i awarii oraz sposob
minimalizacji szkoéd, moze sta¢ sie czynnikiem istotnie ograniczajacym mozliwosci rozwoju
spoteczno gospodarczego Polski. W strukturze standardoéw nauczania wyrdznia sie Kilka elementow,
w tym sylwetke absolwenta, grupy przedmiotéw i minimalne obciazenia godzinowe, wymaog praktyk
oraz tresci programowe przedmiotow, w szczegdlnosci gtéwne tresci programowe kazdego z
przedmiotéw podstawowych i kierunkowych. Z dokumentéw opracowanych przez Rade Gtowna
Szkolnictwa Wyzszego wynika, ze rownolegle stosuje sie trzy rézne sposoby pomiaru obciazen i
wiedzy studentéw — procentowy udziat grupy przedmiotow, limity godzinowe i liczbg punktéw ECTS.
Szczegbtowa analiza programOw proponowanych przez wymienione uczelnie zagraniczne wskazuje
na mozliwos¢ utworzenia programéw studiow tak dla | jak i Il stopnia ksztatcenia. Przywotujac
przyktad inzynierii mechanicznej i przyjmujac zatozenie o koniecznosci przygotowania inzyniera
mechanika do prowadzenia analiz, wykonywania projektow i eksperymentdw oraz oszacowania
efektywnosci i bezpieczenstwa w odniesieniu do poziomu odpowiedniego systemu technicznego, bez
wiekszych trudnosci mozna wskazaé¢ niezbedne minimum zmian i uzupetnien programowych, ktore
uzasadniaja powotanie Kkierunku inzynieria bezpieczenstwa. Podobnie mozna okreslic cechy
»Wyrazistej tozsamosci naukowej” tworzonego kierunku studiow, bowiem inzynieria bezpieczenstwa
jest klasycznym przyktadem wiedzy interdyscyplinarnej a coraz wigksze zapotrzebowanie na
fachowcow posiadajacych taka wiedze przez rdzne instytucje i przedsiebiorstwa potwierdza potrzebe
utworzenia takiego kierunku nauczania.

Streszczenie

W referacie podjgto problematyke mozliwosci i uwarunkowan utworzenia kierunku studidw
inzynieria bezpieczenstwa w Polsce. Zwrdcono przede wszystkim uwage na gospodarcze i spoteczne
uwarunkowania, a nastepnie omowiono gtowne obszary aplikacyjne. W kolejnej czesci referatu
przedstawiono programy uczelni z roznych krajow oraz karier przysztych inzynierdw bezpieczenstwa.

Abstract

The paper substantiates the necessity for creating full — time Master’s Degree studies in Safety
Engineering in Poland. At first the economy and social conditions are concerned and training
objectives are formulated. Next it is presented the syllabus of universities of different countries and
main carrier opportunities for graduate MSc engineers are showed.
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